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Compliance with Section 889(a)(1)(A) and 889(a)(1)(B) of the FY2019 National Defense Authorization Act (NDAA): 
• not covered telecommunications 

equipment or services substantial or essential component critical technology
• not covered telecommunications equipment or services 

• Our navigation sub-systems and all associatedcomponents are free from Chinese-manufactured electronics
restricted under Section 848.
We ensure that our supply chain is vetted for prohibited components, particularly those originating from People’s 
Republic of China military companies or entities posing cybersecurity risks. 

• 

Product-Specific Assurance: 
• GPSdome – Sunstone and GPSdome2 protection solutions are manufactured using vetted, traceable 

components sourced from NDAA-compliant vendors. 
No restricted Chinese-origin electronics, chipsets, firmware, or subassemblies are integrated into these 
systems.

• 

(ForNavigationSub-Systems SuppliedforU.S.Government or Military Use)
 ,adesignerandmanufacturerofadvancednavigationsub-systems for UAV platforms and other

Ourproducts do contain anyequipment,system,orservicethatuses
oras as a . 

Wedo use producedby the followingentities (ortheir 
subsidiaries or affiliates) in the performanceofanypartofourmanufacturing,supply, or service processes: 

o 
o 
o 
o 
o 

Huawei Technologies Company 
ZTE Corporation 
Hytera Communications Corporation 
Hangzhou Hikvision Digital Technology Company 
Dahua Technology Company 

, a robust compliance program, and continuous 
alignedwith U.S. DoDandintegrator expectations. 

In addition to complying with NDAA Sections 889 and 848, infiniDome Solutions is also committed to maintaining robust 
cybersecurity practices in accordance with the U.S. Department of Defense Cybersecurity Maturity Model Certification 
(CMMC) framework. We are actively progressing toward formal certification to ensure the highest standards of protection for 
sensitive and controlled unclassified information (CUI). 

We commit to immediate notification of any change in compliance status or discovery of non-compliant components in our
supply chain and the immediate rectification of the area(s) on noncompliance. 


